




privacy reform update



“…legislation in early August to outlaw … doxxing, and 
overhaul the Privacy Act…”

we have a date…



we are actively engaging in consultation, but more is needed

“next steps

The Attorney-General’s Department will lead the 
next stage of implementation which will involve: 

• engagement with entities on proposals 
which are ‘agreed in-principle’ to explore 
whether and how they could be 
implemented so as to proportionately 
balance privacy safeguards with potential 
other consequences and additional 
regulatory burden…



key risk areas for our industry

• Definition of ‘Personal Information’ 
• Targeting 

• Targeting transparency 

• Trading 

• ‘Fair and reasonable’

• Direct right of action



personal information vs ‘individuation’



targeting vs data segmentation



targeting transparency vs internet infrastructure changes

Organisations to display information ‘alongside targeted ads’ including:

- That the content is an advertisement

- Meaningful information about main parameters used to determine the recipient 
advertisement is displayed to

- Information about how individuals can control ad settings 

Large platforms to publish additional information.



sale of PI vs clean room activities and privacy 
protective operational functions



‘fair and reasonable’



direct right of action



risks if we don’t get the balance right include:

• Overcompliance
• Undermining ability of digital businesses to survive – particularly SMEs
• Damaging security measures rather than strengthening them
• Negatively impacting on freedom of speech
• Weakening rather than strengthening trust online
• Fail to meet consumer expectations



next steps

























The three core scenarios 



The three core scenarios 





Core pillars for IAB Audience Segments






